附件6：项目要求

一、项目背景

随着医院业务的发展和用户量的增加，现有网站CMS系统的负载能力已无法满足需求。为确保网站稳定运行，提升用户体验，将现有CMS系统迁移至新的高性能服务器以提高网站性能和用户体验。

二、项目内容

1、数据备份：对现有CMS系统的所有数据进行完整备份，包括网站内容、用户数据、设置等。

2、服务器准备：配置支持ipv6的云服器，安装所需的操作系统和CMS系统。

3、数据迁移：将备份数据迁移至新服务器，并进行测试验证。

4、系统测试：在新服务器上进行系统功能和性能测试，确保满足要求。

5、安全防护：在新服务器环境上部署安全产品，用于网络安全、数据安全、系统安全的安全保障。

6、完成网络安全等级保护备案。

7、SSL证书配置服务。

8、CMS系统的升级。

三、企业资质

1.信息技术服务标准符合性证书三级及以上；

2.质量管理体系认证证书；

3.环境管理体系认证证书；

4.职业健康安全管理体系认证证书。

5、营业执照（含项目相关范围）

四、技术方案

通过技术手段，将现有CMS系统的数据备份恢复到新服务器环境，并对相应功能和数据进行数据校验。

在新服务器上配置负载均衡和容灾备份，确保系统稳定性和数据安全。

五、实施计划

项目时间表：

1、网站迁移：7个工作日。

2、网站运维起止时间：2025年1月1日至2025年12月31日

注：1、此项目待网站服务器环境满足网站日常运行要求后，即服务器环境调试期约六个月后，方可实施运维。

2、维护内容详见：5.2.1服务明细。

六、付款方式

服务期满12个月后，进行结款。

七、其他

1、提供具体实施方案

2、提供近两年相关项目的客户名单并提供本公司中标通知书或合同复印件(内容不得涂改)

3、提供材料真实性自我保证声明一份，报名企业需承诺交来的所有资质，皆为原件复印件、且真实有效，如有造假行为，由此产生的一切后果由报名企业承担。

4、提供信用信息查询记录截图（“信用中国”网站www.creditchina.gov.cn）

5.2.1服务明细

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 网  站  日  常  运  维  服  务 | **运维项目类别** | | **项目内容** | **服务数量** |
| 1 | 云服务器 | 配置支持ipv6的云服器 | 1/年 |
| 2 | 网站迁移 | 将现有网站迁移至云服务器上，保证数据迁移的完整性和准确性，并进行部署发布，使网站可以正常访问。 | 1次 |
| 3 | 网站运行监测 | 运维人员每日（除休、假日以外）对客户网站进行监测，当发现网站不能正常显示时，及时通知客户并积极配合进行解决。 | 2次/天 |
| 4 | 网站杀毒 | 运维人员发现客户网站出现病毒时，及时协调相关人员进行网站病毒清除。 | 发现病毒随时清除 |
| 5 | 网站页面维护 | 针对网站静、动态页面的图片、文字进行修改。 | 不限/年 |
| 6 | 网站图文编辑 | 针对网站内容上所需要的图片、文字进行排版，并对图片进行二次编辑加工和美术设计。 | 不限/年 |
| 7 | 网站数据备份 | 对网站经常变更或新增的数据信息内容及时备份，以避免病毒与黑客攻击，或不可抗拒因素导致网站数据内容丢失。 | 1次/天（保留最新10天数据） |
| 8 | 网站程序维护及源码备份 | 修正程序运行错误，可对部分页面进行微调,每周一次备份程序源代码。 | 1次/周（保留最新5份） |
| 服  务  器  及  安  全  产  品  日  常  运  维 | 9 | 补丁修复 | 对服务器漏洞进行补丁修复。 | 不限/年 |
| 10 | 优化应用配置 | 完成迁移后，确保新服务器稳定运行，并对服务器应用配置进行优化，满足未来至少三年的业务增长需求。 | 不限/年 |
| 11 | 应用升级 | 对服务器相关中间件进行升级，在网站可适配的情况下。（PHP、Nginx、Mysql等） | 不限/年 |
| 12 | 云防火墙 | 对防火墙进行配置设置。 有效解决虚拟网络中的区域隔离、访问控制、风险识别、威胁防护、漏洞检测、应用控制等安全需求。 | 套/年 |
| 13 | 终端安全EDR | 对产品进行配置设置。 围绕终端资产安全生命周期，通过预防、防御、检测、响应赋予终端更为细致的隔离策略、更为精准的查杀能力、更为持续的检测能力、更为快速的处置能力。 | 套/年 |
| 14 | 网页防篡改 | 对网页防篡改进行配置设置。 网页防篡改功能可实时监控网站目录或文件，并可在网站被恶意篡改时通过备份数据恢复被篡改的文件或目录，防止网站被植入非法信息，保障网站正常运行。 | 套/年 |
| 15 | 云日志审计 | 对日志审计进行配置设置。 提供了众多基于日志分析的强大功能，如安全日志的集中采集、分析挖掘、合规审计、实时监控及安全告警等。 | 套/年 |
| 16 | 堡垒机 | 对堡垒机进行配置设置。 作为专业的运维安全管理设备，能够为用户提供集账号管理、身份认证、单点登录、资源授权、访问控制和操作审计为一体的运维安全审计服务。 | 套/年 |
| IPv4转IPv6服务 | 17 | IPv4转IPv6 | 实现单域名IPv4转IPv6服务。 | 项/年 |
| 公众号运维 | 18 | 公众号内容发布 | 对客户提供的文档进行编辑排版或信息转发。 | 15次/月 |
| 公众号认证服务 | 19 | 公众号认证 | 公众号主体信息、资质文件等真实性、合法性认证，提交腾讯进行认证。 | 次/年 |
| 域名服务 | 20 | 域名服务 | 域名相关服务。 | 项/年 |
| SSL证书 | 21 | SSL证书服务 | 认证网站的身份并启用加密连接。可在 Web 服务器和 Web 浏览器之间创建加密链接。 | 个/年 |
| 等级保护备案 | 22 | 等级保护测评2级 | 配合专业第三方测评机构完成网站等级保护2级测评工作。 | 1次 |